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Unconcistructeur auto qu i s’est vu voler ses dfonnées et que ces données sont apprarus dans l al presse il qi’il souhaite engagé la repponsablilité de la ‘admin réseau responble de la sécurité de ces données

Lkes plan, note de sevie consitiue me patrimoine informationnel(def) de l’entreproise, et il repséente un vlaure économique pour l’entreprise. On est dans le cas d’un vol de données, le voll s’est la soustraction fraudulaure de la chose d’autrui. C’est la mise en cause de la’amon système et réseau par le diirgant qui lui reproche un niveau de sécurité insuffissant.

Quelles mesures l’amdin système et réseau aurait il du mettre en œuvre pour assurer la sécurité du partrimoine informationnel de l’entreprise

Aritilce 29 de la loi info et liberté pose l’obligation à l’admin susyème et réseau de prendre toute les proécautions utiles afin de préserver la sécurité des données.

Diractivee scommunautzire 2002-58 du 12-07-2002, qui prevoit pour l’adlin reseau et suytmé de prendre toute les mesures appropriés pour assurer la sécurité de leur services et que cette directives prevoient également un devoir d’information des risuqes encouru par les utulisatieurs. Ce sont des obligaiotn de moyens, l’admùin doit tout mette eu œuvre pour assurer la sécu des données

Definir staut admin réseau : arrret EPSCI 12 dec 2001

Arret sur la vie privée : Article 8 convention euro des doite de l’homme

Article 1241-42 du code civil qui permet l’engagmetn de la resp quant une perseonne commet un dommage

Misison de l’ ASCR :

-il a une mission d’information, il doit organiser tout ce ui concerne le sytèle réseau et alerter les utilisateurs de toute les problemes encourus sur la perte de données.

-il a un devoir de formation(senesibliation des utilisateur)

-il a un devoir de conseil

-mission d’alerte

-mission de sécurisation : il doit mettre en œuvre toute les mesures pertinantes pour prévenir les intrusions et empéchés l’introduction de programme malveillant(mise anti-virus, firewall, ….), il doit mettre une veille technique

Mission de contrôle :l’ascr doit grantir le bon fonctionnement ud eésau et du système. Son contrôle va viser a la bonne verifiaction du bon déroulemtn de l’activité sur le réseau pour détecter les disfonctionnement et anticiper les risques.

L’ascr a 3 obligation :

-obligaiotn de confidentialité : il a une interdciiton formael de donner le contenu et les infos qu’il a decouverte lors de son contrôle.

Arret de la cours d’appel 17 dec 2002 d’ayx en provence : un ascr avait decouvert que un de ces colegues regarder des sites pedo, clause de consience était légétime de donée l’info a son employeur

-obligation de loyauté : il ne doit controler que ce qui est nécesaire a son activité

-obligation de transparence : l’ascr a une obligation d’information, mise en ^place charte info

S’il l’asr n’a pas respecter une des ces obligation on peit engage sa responsablité

S’il il a respecté ses oblogation on ne peut engager sa responsabliété